The goal of this project is to improve the effectiveness of cyber security education through puzzle-based learning (PBL), expanding student knowledge and problem solving skills through the stimulation of their cognitive abilities. PBL has already proven effective in many STEM learning environments including mathematics, physics, and computer science as an interesting and effective way of learning complex logic and abstract concepts. Cyber security has increasingly become important due to the escalating sophistication and frequency of online attacks, as well as the consequences of these attacks for various organizations and their infrastructures. This PBL project utilizes various approaches (simulations, interactive graphics, games, etc.) to improve defensive skills that will not only teach students how to protect specific systems, but also how to protect entire classes of systems that provide similar services, but with differing hardware/software components and architectures.

For more information about PBL-SEC project visit: http://cfia.memphis.edu/pbl-sec/
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