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Abstract:
The need for simulation software vulnerability assessment is being driven by three major trends: increased use of modeling and simulation for training and operational planning; increased emphasis on coalition warfare and interoperability and finally increased awareness of the potential security risks inherent in sharing operationally useful software. This presentation will describe in an unclassified manner the process developed by Dr. Hamilton and the Missile Defense Agency to evaluate potential vulnerabilities in shared simulation software.
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