How To Disable DNS-over-HTTPS (DoH) in Major Browsers

This guide explains how to disable DNS-over-HTTPS (DoH) in Microsoft Edge, Safari, Firefox, and
Chrome. Disabling DoH ensures your computer uses your network's default DNS servers, which may be

necessary for local filtering or troubleshooting.

9 Microsoft Edge

1. Open Microsoft Edge.
2. In the address bar, type: edge://settings/privacy
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3. Scroll to the Security section.
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4. Find 'Use secure DNS to specify how to lookup the network address for websites'.
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5. Turn the switch Off.
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~ Google Chrome

1. Open Chrome.
2. In the address bar, type: chrome://settings/security
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3. Scroll to the section labeled 'Use secure DNS'.
4. Turn the switch/select Off.
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@' Mozilla Firefox

1. Open Firefox.
2. In the address bar, type: about:preferences#privacy
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3. Scroll down to the 'DNS over HTTPS' section.
4. Under 'Enable secure DNS using:', select 'Off'.



Safari (on macOS)

Safari uses your Mac’s system DNS settings.

1. Click the Apple menu -> System Settings.
2. Go to Network and choose your connection (e.g., Wi-Fi).

r Mac to the internet. Turn

@ = | Details..

DMS Servers

Bud e IDuR ad
IPvd or IPvE ad

TCP/IP
DNS
WINS
802.1X
Proxies

Hardware Search Domains

Forget This Network... Cancel

4. If you see DNS servers like 'dns.google' or 'cloudflare-dns.com’', remove them.
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How to Check if It Worked

1. Open your browser.
2. Visit: https://1.1.1.1/help
3. Look for the line: 'Using DNS over HTTPS (DoH): No' - If it says No, you're all set!
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Click to copy

Debug Information

Connected to 1.1.1.1 No
Using DNS over HTTPS (DoH) No
Using DNS over TLS (DoT) No

Using DNS over WARP No
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