
How To Disable DNS-over-HTTPS (DoH) in Major Browsers 
 
This guide explains how to disable DNS-over-HTTPS (DoH) in Microsoft Edge, Safari, Firefox, and 
Chrome. Disabling DoH ensures your computer uses your network's default DNS servers, which may be 
necessary for local fi ltering or troubleshooting. 

 Microsoft Edge 

1. Open Microsoft Edge. 
2. In the address bar, type: edge://settings/privacy 

 
3. Scroll to the Security section. 
4. Find 'Use secure DNS to specify how to lookup the network address for websites'. 

 
5. Turn the switch Off. 

edge://settings/privacy


   Google Chrome 

1. Open Chrome. 
2. In the address bar, type: chrome://settings/security 

 
3. Scroll to the section labeled 'Use secure DNS'. 
4. Turn the switch/select Off. 

 
 
 
 
 
 
 
 
 

chrome://settings/security


   Mozilla Firefox 

1. Open Firefox. 
2. In the address bar, type: about:preferences#privacy 

 
3. Scroll down to the 'DNS over HTTPS' section. 
4. Under 'Enable secure DNS using:', select 'Off'. 

 
 
 
 
 
 



   Safari (on macOS) 

Safari uses your Mac’s system DNS settings. 

1. Click the Apple menu -> System Settings. 
2. Go to Network and choose your connection (e.g., Wi-Fi). 

 
 
3. Click Details -> go to the DNS section. 

 
 
4. If you see DNS servers like 'dns.google' or 'cloudflare-dns.com', remove them. 

 
 
 

http://secure-web.cisco.com/1_oDD51LtbM78a7lj3jjpe1mnq-coG5VnK83cOX6h9fuZqB-y1O8B9q3wgpTcf6D151gBdNKzRwWov_tiuytPtXXMyjQog-_fLxDfZWzyxcFxxr6jdDqrL-7efCftCoLgXTH92v6y1aosFxxDJts6DXd3-M6QQZRIuSYPsflVNcSGvgDHdisIBp16paSWVSyNyKvlNzRmEuzcBZ8dCUnY6o2d9m_4wBMXBDsy7ioovaAtR9aE2u7BptJLOt9uH08EWul5NJa2xFQuOLq9zT-mxuOlU_cJ3q0PnQYhtYjdBbI8dkVStwWfQKJP9v8x8XpanCVFsdXb4fCcp2I8UVfgUIDWR4p-DQxorKfSJ393t2hr60DlIP-M07jYLlNY8A_bsbi7da1OY6Ypq8NrkOTAjmKlXXtQ7NeOUixvdu5M1c3mBKIymnQlh_7o4JkD_oZAcLhgUsp879RXs4y00NXvUT1r6rio5EIqAeloy-h-9ubiA2dCYgmHNHakk2wQ_XhVfB9EuRGzD9EE9iQgg9votA/http%3A%2F%2Fcloudflare-dns.com%2F


How to Check if It Worked 

1. Open your browser. 

2. Visit: https://1.1.1.1/help 

3. Look for the line: 'Using DNS over HTTPS (DoH): No' - If it says No, you're all set! 

 
 

https://secure-web.cisco.com/128Elqeb_Q1meQE1avPXLp4QJYrJqNZOZS7u8nORuGRAvBZCuia05XINUpsDy56S202OoWWxRXhJCDCXjUdos2VRk1Kh-Mbi6mHbQ8uMJ0dwPJKz3HlUB861HiaBahAZOrBjIEXeoMQO2h3OKHESRaXv0DKfV5xVrv2rLxsSnxcOBI0GzhI8aNjieKaRFhsB-G059fbQ5y02YrJLG03b5ls1iXkRqqmYuzJXhux6iB33UDBDd4hohjDRh62RmwWpl-IP7xz_p5JvhXYmh-pBTyeMBREKeSt12jZU9ryg_eHo7yjM1sXoGtvnwHMoMaapqbBjABsun6HVPN6lhLRY7j5fK99UgwDgjg4mjR2Fq3JFAQ38oZjJq-c9dEi_Oc6V0_ZiPtHKt-2pFbIRu7gOjdY9BTtOzalIE2_RHJJm4N7pY-odO8wC5jknqOpJDRgVqUWz5YqjABKNHhANbkJP9Pa_FZUny-odPY_5wxul7StvnFrFVzW918prAbff8uO0ZRQzsWoWoSN8wjHOq_O2ScA/https%3A%2F%2F1.1.1.1%2Fhelp
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